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Editorial

Y 2K Missions Critical Systems

A D 2000 is fast approaching, and
so is the Year 2000 (Y2K) com-
puter problem. By now most mission-
aries and mission personnel are well
aware of the upcoming crisis and the
impact it is predicted to have on West-
ern society, with the likelihood of a
devastating impact upon the Two
Thirds World. Based on research and
prayer as editor of the IJFM, | predict
that Y2K will have a major impact on
the world, on the infrastructures of
most countries, on the economy (both
national and global), on communica-
tions as a whole, as well as on the
supplies of basic commodities.

For that reason IJFM is dedicat-
ing this entire Spring 1999 edition to
Y2K as it relates to missions. It would
be irresponsible not to address it (or
to address it inadequately) since mis-
sions is by no means immune.

What are the critical systems in
missions that may be disrupted?
What must we look at, deal with and
fix for missions to thrive through the
Y2K crisis and beyond? First of all, we
need to consider our own computers,
needs and finances and have contin-
gencies in place. The whole area of
mission finances needs to be consid-
ered, both on the international scene
(transfers of finances internationally
may be disrupted), and the ongoing
flow of support back home as well as
extra cash on hand that missionaries
will need, which will vary from coun-
try to country.

There also is the critical commu-
nications system. If telecommunica-
tions fail, or if there is a major disrup-
tion, including in email, how will that
effect communications in the mission,
between missionaries, intra-missions
and with the mission agency back

home? Then there is the critical con-
cern of extra food and supplies, and
the extra funds needed to purchase
them.

As you look at the contents of this
Special Edition, and please take a
good look, you will notice that the var-
ious articles are arranged in a devel-
oping sequence that will help you to
understand the nature of the problem
as well as assist you to make a proper
response.

The first two articles deal with the
Y2K problem as it relates to missions.
Both Pete Holzmann and Grace Wiebe
address the problem, including the all
important ingredient of helping us
predict the potential seriousness of
Y2K. Holzmann, who speaks from a
more technical perspective, is more
optimistic than Wiebe, who speaks
from a more generalized perspective.
Both sides need to be heard and
prayed about. The kind of preparation
we make in the “missions critical sys-
tems” is directly related to our per-
spective of the seriousness of the cri-
sis.

To help us in this area it won't
work to go to the polls. We will have
to go to people who know, who
understand computers and the Y2K
problem. Michael Goodfellow is such a
person, As a computer programmer
he gives us an insiders and unbiased
view of the nature of the problem and
the likely scenarios that may eventu-
ate. Note Goodfellow only writes as a
programmer, not as a missionary, nor
even as a Christian. Nevertheless, as
a programmer we can glean invalu-
able insights from him, both as to the
nature of the problem as well as how
we should respond. Goodfellow in his
second article presents both a best

case and a worst case scenario, and
note that the best case scenario is not
all that good. Along with Wiebe, Good-
fellow would agree that we can
exclude the minimal impact. Both
authors agree that we in the West (as
well as around the world) will defi-
nitely feel the Y2K impact. It will not
be a mere so called “bump in the
road.”

Most important of all, however,
we have to go to God and listen to
Him. Getting God's input is indeed
the most critical aspect. Y2K is not
just a technical problem, it has a
more significant spiritual dimension.
If in fact Y2K will make a significant
impact on our society and world, we
need to see it with spiritual eyes from
God’s perspective. We need to assess
it from His purpose and plan. So we
need to look at what God says about
Y2K. The prophet Isaiah does address
Y2K, of course not in the technical
sense, but in the type of problems,
crises, and judgments that have come
upon God's people and the world in
the past, which may again be what
God is doing today.

Y2K is then a call to repentance,
both on a personal level as well as on
the part of the Church and Missions.
We need to make sure that our hearts
are Y2K compliant. Will we personally,
as well as our mission, survive the cri-
sis, even if it is a major one? Will we
know how to rely on God when
finances, food and communications
fail?

If this happens, Y2k then
becomes our finest hour. We need to
believe and repent for ourselves, for

(Continued on page 55)
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our nation, as well as for the peoples
God has called us to serve in His
name. It is a call to renewal of faith
and cooperation with God and with
each other as we face the crisis .

Perhaps, as never before and
especially for us in the West, we are
going to have to trust God's Word,
and learn how to live in times of cri-
ses, deprivation and confusion; in
times of want of ease, luxury and
plenty. Could it be that God is calling
us back to simplicity, helping us get
off the treadmill, and fully trusting in
Him who stills the storms and feeds
the bird of the air—trusting in our
Sovereign and Benevolent Lord?

This is not to say we don’t need to
fix our computers or that contingency
plans are irrelevant. Rather it means
being guided as Joseph was, who not
only saved himself and his family, but
saved Egypt and the world from their
crisis.

The last two articles are reports
by two major mission agencies regard-
ing Y2K. Jason Mandryck writes
about “The Millennium Bug and Mis-
sions” which is written from the WEC
perspective. The second is the Youth
With A Mission statement on Y2K.
Both articles are very revealing since
they give us insight into what mission
agencies (at least two major ones) are
telling their people what to do in this
crisis.

Obviously, much more can be
written about Y2K including as it
relates to missions. You will notice
that the articles in this edition are
replete with resources on this topic.
Our prayer is that the Lord would
guide you, and all His mission efforts
to assess the Y2K crisis, make the
appropriate preparations and come
through it with renewed faith, hope
and strength in order to finish the
task of world evangelization in AD
2000 or soon there after. So be it, for

Editorial

the glory of our God.

Hans M. Weerstra
IJFM Editor
Spring 1999

El Paso, Texas




What'’s Going to Happen?
Assessing Y 2K for Missions

Y2k is a serious problem, especially in the developing world. You need to seriously deal with it
both personally and in your mission organization. However, the most serious Y2k risk is not technical, but
societal. If public panic arises, the doomsayers will have won. Just as with fears of a run on
the banks, if society panics about Y2k, it really could become a disaster.

by Pete Holzmann

Y oure a worker in Zimbabwe,
and urgently need some medical
advice from a colleague in Sweden.
But it's January 10, 2000, and the
entire Zimbabwe telephone network
has been cut off from the rest of the
world because it hasn't been
upgraded to take care of Y2k. What a
nightmare. Some people must prepare
for just such a possibility.

At midnight on December 31, an
elderly man with a computer-
controlled pacemaker begins to cross
a busy street with
controlled street lights. Suddenly, the
man’s pacemaker, the lights, and
even all the cars on the street don't
know what year it is! Imagine the hor-
ror.

Horror? Nope. Pacemakers, street
lights and cars don't care what year it
is!' Y2k, The Millennium Bug, the
Year 2000 Problem could it be the day
the computers die, and we’ll all finally
live at normal speed again? Or will
anyone even notice? Just about every-
one has heard about this worldwide
problem. But few of us know the
facts.

Have you been ignoring Y2k, per-
haps, because you've never used a
computer? Please read this article and
find out what you need to do. None of
us can afford to ignore Y2k, even mis-
sionaries working in remote African
villages.

computer-

Have you become so alarmed by
what you've heard and read that you
are making some significant lifestyle
changes? Perhaps, you've come to
believe those who say there’s a strong
possibility December 31, 1999 will be
“The End Of The World As We Know
It.” Please read on; you may discover
facts allowing you to take simpler,
less costly precautions. In any case,
my prayer is that you'll learn enough
to carry an important message to
those around you:

Y2k is a vital and expensive prob-
lem. We all need to deal with it. If we
do our part, we need not worry about
long-term consequences.

Three Major Questions

In what follows, you will find
answers to the three major Y2k ques-
tions: (1) How serious is the Y2k prob-
lem? (2) What do we need to do about
Y2k? (3) How do we respond to people
whosay...?

Throughout this report I've tried
to supply you with verifiable facts
rather than biased opinions. My per-
sonal Y2k slogan is: “No Hype, No
Hysteria!”

Do you ever travel other than on
foot? Do you ever communicate other
than face to face? Do you use money?
If so, then the Y2k problem can affect
you. You need to learn about Y2k,
and deal with its impact on your life.

Yes, it is serious. Are you ready to
do business in the year 2000? If you
think you are, have you properly
tested all your systems to make sure
you won't have problems? Have you
talked to your business suppliers and
other business partners to be sure
they are ready?

Y2k is a foreseeable problem. If
you ignore it, your organization could
go under. Your officers and directors
could be held personally liable in
donor lawsuits.

Y2k is a business problem. Busi-
ness decisions are required to allocate
appropriate money, time, and human
resources. Decisions about legal and
operational risks to your organization
need to be made at the highest execu-
tive levels.

Ignoring the problem is not a
solution, but a way to increase your
chances to get hurt. Even if you have
no computers,? you still need to dis-
cover whether your bank and other
vendors are taking care of the prob-
lem. You don’'t want to be a customer
of a bank that wont be ready!

What's the issue? Some computer
software sees “99" as “1999", but does
not see “00" as “2000".2 If this bug is
not fixed, various things will stop
working correctly. For example, finan-
cial calculations may be wrong ("your
credit card expired in 1900!"); bank
vaults may unlock at the wrong time
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("I's Monday 1/1/1900, not Satur-
day, 1/1/2000").

Understanding
the Problem

First, make sure you understand
a few important details left out by
almost everyone who talks about Y2k.
Attention to these details will give a
balanced view of the situation.

Critical vs. non-critical errors.
Some claim a computer-controlled
systems can’t survive unless they are
100 percent Y2k compatible. In real-
ity, only critical defects need to be
repaired for service to continue. For
example, true critical Y2k defects in
electric power delivery systems are
extremely rare, i.e., that would cause
a serious interruption in power deliv-
ery; on the other hand, there are
many non-critical Y2k power prob-
lems involving accounting reports.

Contingency vs. real-world
planning. When faced with a diffi-
cult, complicated situation, many peo-
ple panic about the complexity itself,
believing Murphy’'s law: “If anything
can go wrong, it will go wrong.” Fortu-
nately, Murphy's law is only valid as a
design idea, not as something to apply
in day to day living!

Contingency planning when
designing systems. When design-
ing a safe airplane, it is best to
assume almost any part can fail. We
then build the plane so it will con-
tinue to fly even if some parts fail.

Real world planning applies when
preparing to actually use a product.
When we prepare for our next trip, it
would be foolish to assume every ele-
ment of the airplane will fail. If that
were actually true, nobody could ever
fly! In fact, loose talk about bombs
and such is illegal in airports for
exactly this reason. It falsely incites
panic.

It's important to remember that in
the real world complex systems,
whether aircraft or power grids, usu-

What's Going to Happen

ally function correctly even when sev-
eral of their parts are broken. That's
how they are designed, and that's how
they operate!

Legal Realities. Compliance
Statements. We live in a selfish,
greedy, lawsuit-happy society. People
who suspect they could earn a lot of
money through a lawsuit are likely to
make the attempt. As a result, corpo-
rations are reluctant to say clearly

Make sure you
understand a few
important details left out
by almost everyone who

talks about Y2F.
Attention to these details
will give you a balanced
view of the situation.

what is or is not ready for Y2k, not
because they don't know, but because
their lawyers warn them to be careful.
Thus, when asking your business
partners about Y2k, use a friendly,
practical approach that asks whether
they have discovered any critical or
non-critical Y2k issues, and when
they expect to have all of the critical
issues resolved.

How Serious is
the Problem?

Let's look at it from three perspec-
tives: (1) How much it will cost to fix,
(2) What may go wrong at the begin-
ning of 2000 even with the efforts in
place to solve the problem, and (3)
How well (or poorly) the world is doing
about solving the problem.

How much will it cost? The
most up to date, unbiased assess-

ments* predict as much as $200 to
$300 billion dollars will be spent glo-
bally to solve the problem over a five
year period. This does not include any
litigation costs. So it really is serious.
To place these huge numbers in per-
spective, $300 billion is less than 0.2
percent of worldwide GDP of over
$150,000 billion® over the
period. Most economists see a small
overall economic effect of Y2k. Other
global economic crises are far more
worrisome!®

What may go wrong? Can any-
one accurately predict what will hap-
pen on 1/1/20007 | believe investigat-
ing the facts and applying some
wisdom allows us to develop a clear
understanding of the situation. Many
of the problems listed here are already
visible today.”

If your bank does not upgrade its
software, it may be unable to continue
automated banking transactions with
the rest of the financial community.
Worse, its own accounting system
may revert to manual entry of interest
payments and so forth. Make sure
you are using a Y2k-compliant bank!
(If they've recently replaced their soft-
ware, updated monthly statements,
offered new web banking features,
you're probably OK. But check any-
way!)

Millions of PC’s around the world
will need to have the correct date
entered, and possibly rebooted. | can
visualize agents walking down a row
of reservation terminals in a big air-
port, typing in the necessary DOS
command “date 1-1-2000" or clicking
on the Windows time button.

Many nations around the world
are far behind in their Y2k work. Mis-
sion organizations are well advised to
develop contingency plans for getting
at least a month of funds into the
hands of their field people. Some med-
ical devices that schedule advanced
treatments (such as dialysis or chem-
otherapy) will need to be manually set

same
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if their software is not upgraded.®
Many marginally profitable busi-
nesses are shutting down rather than
investing in expensive Y2k repairs.
This is an ongoing process that began
several years ago.

Most of us will suffer minor incon-
veniences. For example, many VCR’s
will no longer remember the correct
date. Airport operations may be slow
for a time due to manual operation of
uncorrected baggage or ticketing sys-
tems.® Some features on older tele-
phone systems may not work cor-
rectly.’® Traffic signals may switch
from weekend to weekday timing pat-
terns.

A few of us will encounter a major
problem. Yes, in a few localized
places, especially internationally,
there will be a significant breakdown
in services. This is mostly because
there are still too many people com-
pletely ignoring the problem. Phone
networks in some developing nations
may not be upgraded in time, isolat-
ing them from the rest of the world (to
avoid billing problems).* Older
accounting software will not work.
Custom scheduling systems for minis-
try radio station broadcast control will
break down, and so forth.

What's being done about it?

On the one hand, many people
are clearly over-reacting to the prob-
lem. For example, many fear wide-
spread blackouts, even though there
is little chance that power delivery,
anywhere in the world, will be seri-
ously affected by Y2k (see How Do |
Respond To Other People below).

Sadly, many are ignoring the
issue, even though we know that sig-
nificant sums must be spent to repair
the Y2k problem, and there are many
serious ways this affects us personally
and in our communities. Many com-
panies and governments (especially
local governments) haven't taken the
first step. They are not even aware of
the problem.

Pete Holzmann

For example, in June 1998, the
Russian Atomic Energy agency said
“We don't have any problems yet.
We'll deal with the problem in the
year 2000.”12 Fortunately, this atti-
tude is not widespread.

The Business Arena

We need to take a look at how a
few business arenas that are dealing
with Y2k, and also examine the situa-
tion from an international perspec-
tive.13

Power: Experts fully expect
power delivery in the USA to continue
on 1/1/2000, with possible short-
term interruptions in localized rural
areas.1* Even the skeptical Sen. Ben-
nett has reduced his “blackout predic-

Internationally, there
will be a significant
breakdown 1n services.
Thus is mostly because there
are still too many people
completely ignoring the
problem.

tion” from 40% to 4%.1% An industry-
wide Y2k test was run on April 9,
1999, with another one coming in
September, just to be sure.’® Why
such confidence? Because critical
power delivery systems (worldwide!)
generally do not depend on dates.1’
Non-critical billing and administration
functions are still at risk. There's
much work yet to be done, but no rea-
son to panic.

Banks: As noted above, the
financial community is working hard
to take care of Y2k. The good news—

initial financial transaction tests have
been completely successful. However,
the remaining problems are still large.
In the US, the FDIC recently reported
that of all federally insured banks,
three percent are currently behind in
their repair work'®. The situation is
worse in many international arenas.

Credit Card Transactions:
Credit cards will work. As of 12/98,
45% of all credit cards had expiration
dates after 2000.1° About one in a
thousand terminals can’'t handle such
a card, requiring a manual call for
approval.

Telecommunications: Ensuring
reliable phone service on 1/1/2000 is
both an imperative and daunting
task; phone billing is highly date
dependent.?® The ITU is carefully
tracking the issues in every nation,
and encouraging massive testing of
repaired systems. So far, the results
have been very encouraging; there's
no reason to expect failure of tele-
phone service in any major nation.?*
The primary current concern is Sub-
Sahara Africa, which has insufficient
funding to accomplish the needed
upgrades; they are asking the World
Bank for funding.

Air Transport:
been tested extensively;?? and they
will continue to fly. The big problem is
scheduling, ticketing, baggage control
and other non-flight systems; massive
work is underway to ensure every
international airport will continue to
function properly.23 Repairs to the air
traffic control system are now com-
plete and are being tested.?* While
some slowdowns can be expected,

Aircraft have

especially in remote international
areas, commercial flights will con-
tinue throughout the night on 12/31/
99.
Government:
responses to Y2k have mostly been
“too little, too late.” There's very little
political gain to be found in spending

money on a problem few can see!

Government
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That's the bad news. For example, the
US Government Y2k report card?®
currently shows a “C+" grade, with 20
of 24 departments expected to have
all critical systems repaired on time.
The good news? Governments are able
to take action as a whole—once they
put their minds to it. A lot of energy is
being put into the Y2k problem now.
Even with additional resources, how-
ever, it is too late to fix everything in
time. There will be visible slowdowns
and government service failures over
the next year.

Globally, western nations such as
the USA, Australia, Ireland, Israel,
South Africa, UK, etc., are expected to
get through with few problems. About
half the nations are working hard on
the problem. Almost all at least have
an awareness of the issues. However,
some developing nations have done
little or nothing about Y2k, and may
suffer severely for their lack of prepar-
ation.?® The UN is taking an active
overall role; its members have agreed
on a set of guidelines for dealing with
the Y2k issue.?’

The major issues in developing
nations are lack of awareness, lack of
funding, distractions from financial
crises, and lack of qualified experts. 28
Some nations have an advantage in
dealing with Y2k: they still do a lot of
their administrative work manually
rather than by computer. Pens and
paper are, of course, Y2k compatible!

What Must we Do?

Whether you are a concerned
individual or represent an organiza-
tion, the primary steps in responsibly
dealing with the Y2k problem are:

—AWARENESS: Acknowledge that
there’s a problem.

—SURVEY: Check your organiza-
tion and outside connections to iden-
tify critical systems. Strongly encour-
age your ministry partners to do the
same.

—EVALUATE: Create and imple-

What's Going to Happen

ment a plan to evaluate which sys-
tems and connections actually have a
problem.

—FIX: Develop and implement a
plan to resolve critical issues and
cope with non-critical issues.

—TEST: the results, well before
12/31/99! This is important not only
for your own confidence in moving for-
ward, but also for ensuring that your
workers and constituents can have
confidence that your organization will
thrive after 1999.

—PLAN FOR CONTINGENCIES:

Test the results. This 1s
important not only for your
own confidence in
moving forward,
but also for ensuring
that your workers and
constituents can have
confidence that your

organization will thrive
after 1999.

For any operational areas that give
you low confidence of successful oper-
ation in 2000, develop an alternative
plan that will keep you in business.
This is especially important in areas
where a few hours of downtime could
cause a critical problem; i.e., medical
services, broadcast systems, etc.
Survey. This is something you
need to plan based on your own
organizational situation, and on the
partners you work with. If you work in
a developing nation, be aware that
banking and telephone services may

be reduced or even unavailable for a
time beginning on 1/1/2000. We
should verify our bank’s Y2k status.
You may be able to do this check
online.?®

Individuals in many areas of the
world need to check on the Y2k readi-
ness of their health care and medical
insurance providers. Medical adminis-
tration is a nightmare even without
Y2k date problems confusing the
issue.

PC Hardware & Software. If
you need to deal with Y2k on one or
more personal computers, see Appen-
dix 1 below for help on the basic tech-
nical issues. If you need to deal with
large computers or software systems,
or if you run a large organization, you
need to get some technical help!®°

Other Equipment. There's a lot
of computerized machinery. Some
people claim that televisions, VCR's,
microwave ovens, breadmakers, cars,
even hair dryers will shut down on 1/
1/2000.

Reality. There is no evidence for
any of these scenarios. Beware of
such “urban legends.” It is true that
dates may be wrong in appliances
that track the date (such as VCR’s),
but no expert suggests the equipment
will fail to work!31

Does this mean we can ignore
Y2k when it comes to appliances of
various kinds? Possibly as most of us
do not have any equipment where the
date is critical to its operation.

If you do have such equipment
(perhaps some hospital patient moni-
toring equipment? Broadcast antenna
control systems?), you need to test
that equipment and decide what to do
if it is not Y2k compliant. (Example:
our VCR will no longer hold the cor-
rect date. All of our other equipment
doesn’t care about the year.)

Contingency Planning. In
“Western” nations, there's little need
to hoard cash, as purchases using
credit cards and checks will still work
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fine. Debit card cash advances may be
the best way to obtain cash interna-
tionally if there’s trouble in 2000, as
approval uses the credit card transac-
tion system rather than bank trans-
fers. Consider how do you prepare (or
how should you prepare) for other
emergencies? Do you have first aid
supplies, flashlights, candles, backup
power, some extra food in the pantry,
extra water? All of these are good
preparations in earthquake or tornado
areas. They are quite reasonable sug-
gestions for those who work in devel-
oping nations. In the Western world, |
leave the decision to you.32

Example, my family keeps our
pantry full of food in winter, as we are
sometimes snow-bound. If serious
problems cause stores to close for
hours or even a few days, we’ll be fine.
My bank is ready for Y2k, so I'm not
worried about cash supplies.)

Information Contingencies If
you aren’t confident your administra-
tive systems are Y2k compliant, you
need to prepare contingency plans for
potential breakdowns. How will you
print year-end statements for 1999 (or
perhaps print them before the year
ends)? How will you handle payroll in
the first 2000 pay period? These ques-
tions and many more need to be
answered.

What about records? Do we need
backup copies of every conceivable bit
of information? Hardly. Remember,
the Y2k problem does not cause com-
puters to crash, nor does it cause
data to be permanently lost. On the
other hand, as always it is helpful to
have your own set of records in case
your bank or insurance company gets
confused.

What about Doomsayers
Some doomsayers suggest we
need to “head for the hills,” buy weeks
or months worth of food, obtain
backup power generators, and gener-
ally prepare for the reduction of our

Pete Holzmann

social services to the level of develop-
ing nations.

Sadly, much of this hysteria
comes from within the Christian com-
munity. Motivations of such people
must be questioned. Some of the best-
known spokesmen have a hidden the-
ological agenda, believing the world as

I
Do you have first aid

supplies, flashlights,
candles, backup power,
some extra food in the
pantry, extra water?
These are reasonable
suggestions for those who
work in developing
narions.

we know it must end in the next few
years. Also, many doomsayers make a
tidy profit from sales of their books
and seminars.

To briefly introduce this topic,
here are behind-the-scenes quotes
from one well-known Christian doom-
sayer, Dr. Gary North, whose web site
communicates a grain of truth along
with a bias (or “spin”) that results in
hysteria and hype. Check the end-
notes and references for further infor-
mation.

Of course | want to see y2k bring
down the system, all over the
world. | have hoped for this all of
my adult life.

Doom and gloom will sell, as it has
never sold before. | have positioned
my name in the center of this fear.
All I have to do now is to report bad
news.33

The kind of world we really want to
see can come only if the dead hand

of big government is pulled from off
our necks. That monster has to be
killed. The Millennium Bug is more
likely to kill big government than
anything we can imagine. As the
Bible says, our redemption draweth
nigh.34

A More Balanced View

First, are you taking care of the
Y2k problem in your own organiza-
tion? No matter what part of the world
you live in, thinking “It doesn’t apply
to us” is a sign of foolish ignorance.

Second, as Christians we are
called to be prepared in season and
out of season. Y2k will have an effect
on people around the world. On 1/1/
2000, every breakdown in the whole
world will be blamed on Y2k, right or
wrong. As Christians, we are called to
be a light to the world. Are you pre-
pared, spiritually, emotionally, and
physically to help others who may be
among those who are harmed by Y2k?
Does your organization have a contin-
gency plan to deal with potential prob-
lems?

Third, deal calmly with the hys-
teria, panic and doomsday scenarios.
A spirit of fear is not from the Lord.
Stay close to the Lord in prayer. Share
His spirit of hope and love with those
around you. Refer people to balanced,
unbiased experts. I've prepared a web
site of annotated references to
unbiased information. After Feb. 1,
1999, visit <www.icta.net/y2k>.

Fourth, remember that people
hear what they want to hear. People
who have come to a conclusion on
Y2k are rarely willing to adjust their
views. This is especially true if they
have already taken action! We all
want to justify our actions.

Y2k Myths

With that context, here are brief
responses to some of the more blatant
myths relating to Y2k. (Earlier por-
tions of this report have already pro-
vided you with all the facts needed to
counter many doomsday scenarios.)
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Myth #1: All Critical Systems
Will Fail (power, communica-
tions, transportation, finance).

Doomsayers talk about the scary
“embedded systems” problem, where
an unknown quantity (50 million?) of
tiny, hidden computers worldwide will
fail on 1/1/2000 causing critical facil-
ities to shut down. They say society’s
infrastructure is doomed unless these
systems are all 100% repaired.

Reality: These embedded sys-
tems are real, but the problem isn’t
nearly as bad as described. I'll just
mention three key points the doom-
sayers ignore:

Critical systems are designed to
work even with some parts broken.
They operate all the time in such a
condition!

Embedded systems that deliver
services normally don't care about the
date! For example,
deliver appropriate amounts of power,
no matter what day it is.

Embedded systems problems that
do crop up don't require months or
years of repair work; normally they
can be reset in seconds, or replaced in
minutes or hours. Critical services
normally can be placed under manual
control. Also, the vast majority of
“embedded system” critical
I've seen readily solved
through a manual reset/reboot. These
solutions take seconds, minutes or
hours, not weeks.

Is there still a concern? Certainly!
But not about delivery of critical ser-
vices in Western nations. The big
problems requiring a lot of repairs
involve planning, forecasting, and
recording usage of services. Y2k fail-
ures in these areas would certainly be
a serious problem, but the power will
not fail for weeks, planes will not fall
out of the sky, banks will not sud-
denly close on 1/1/2000.

Remember: there are
problems in this area, especially in
developing nations. Banking and com-

power plants

failures
can be

serious
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munication systems are the most vul-
nerable. Also remember: society copes
with blackouts, crashes and other dis-
asters every day.

There’s no need to take what I'm
saying on blind faith. Look at some of
the doomsday Y2k predictions from
the past and watch as we enter 1999:

—People originally screamed that
the global credit card system was
doomed: “Credit and ATM cards will
no longer work. Has it ever struck you
as odd that nearly every credit card
expires in the year 1999?”3° Today,
the problem has been solved; 45% of

As Christians we are
called to be a hight to the
world. Are you prepared
spiritually, emotionally,

and physically to help

others who may get

harmed by Y2k?

all credit cards now have expiration
date after 2000.36

—There have been widespread
predictions the airline reservation sys-
tems would fail in early 1999 when
year-in-advance reservations would
fall in 2000. Such predictions have
proven false.

Myth #2: Everyone’s Pace-
maker will stop!

All kinds of modern medical
devices contain computer chips, from
insulin delivery systems to pacemak-
ers. Will the medical establishment
come to a screeching halt?

Reality: Health care providers
have been working on these issues for
several years. Certainly, some medical
scheduling devices are at risk,® but

not therapy equipment such as pace-
makers.3” The main medical Y2k risk
is in administration, record keeping
and scheduling, not delivery of ser-
vices.

Myth #3: The total cost of
repairs will be more than $1 Tril-
lion.

Major consulting firms advertising
for Y2k work, such as The Gartner
Group, have estimated global Y2k
costs as high as $600 billion®® , a tril-
lion, or even more. Doomsayers such
as Gary North put it at $3 trillion.3°
They encourage clients to sign up
quickly for their services, claiming
there will be a drastic shortage of
available technical staff as we
approach 2000, with associated
increases in the cost per hour of tech-
nical assistance.

Reality: Actual costs have turned
out to be much lower than estimated
by these firms. Gartner estimated $30
billion for repairs of US Federal gov-
ernment systems. The latest report
from the US is less than $7 billion.*
We're also seeing that there is no
shortage of available Y2k technical
staff; in fact, many Y2k texhnicians
are out of work, now that the vast
majority of repairs are complete.

Conclusion

Y2k is a serious problem, espe-
cially in the developing world. You
need to seriously deal with it both
personally and in your organization.
However, there’s no reason to panic.
Most personal computers and soft-
ware will not be affected. The larger
affected systems are mostly being
worked on as you read this.

Yes, computer errors will cause
serious problems in some local areas .
Many faxes will have the wrong date;
some databases and spreadsheets will
have wrong calculations until they are
fixed. Some medical systems will have
to rely on manual rather than auto-
mated measurements for a time.
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But the power grids will not shut
down for days, the financial markets
will not crash, airplanes will continue
to fly. God is still in command; the
tides will rise and fall, the sun and
moon will maintain their course. And
God'’s gift to mankind of intelligence
and creativity will once again allow us
to cooperatively solve issues that sur-
face in the early hours of January 1,
2000.

The most serious Y2k risk is not
technical, but societal. If public panic
arises, the doomsayers will have won.
Just as with fears of a run on the
banks, if society panics about Y2k, it
really could become a disaster.

The only thing we have to fear is
fear itself. Roosevelt

God has not given us a spirit of fear
and timidity, but of power, love,
and self-discipline.” 1l Tim. 1:7
“You will keep in perfect peace all
who trust in you, whose thoughts
are fixed on you! Trust in the Lord
always, for the Lord God is the eter-
nal Rock. Isaiah 26:3-4

Appendix 1:
Technical Basics

—PC Hardware Issues

Do all PC’s need to be replaced? Not
even close! All Macintosh computer
hardware is Y2k compatible Over 90% of
PC’s will “roll over” to 1/1/2000 without
being fixed. A small number of PC’'s need
to have the correct date manually
entered (once!) after 12/31/99. A very
small number of PC's require a hard-
ware fix BIOS chip update.*®

Some folks claim a few older (espe-
cially 8086 and 286) PC's have an
improperly programmed BIOS that
sometimes reads the wrong date from
the battery powered clock. A commercial
software fix is available. ( Note: The real-
ity of this issue is disputed: | have been
unable to confirm that it is real.)41

Yes, you do need to test your PC's.
Free testing software is available.42
There are two important tests. The first
test checks for automatic date roll over;
it decides if your PC will automatically
change to 1/1/2000. If this test fails, try

Pete Holzmann

the manual date-set-and-reboot test. In
the rare case of a PC that fails this sec-
ond test, you will need to spend some
money fixing your computer (a BIOS
upgrade is required). (Example, several
of our 9 PC’s will need the date entered
on 1/1/2000. None of them need a
BIOS repair.)

—Software Issues

Most software works just fine no
matter what the date. But you still need
to test and verify! While many software
packages, whether for Mac or PC, are
ready for Y2k, many are not. Some
examples of software that is not ready:

Peachtree for DOS before ver. 10;

Quicken for DOS before ver. 5.0;

Simply Accounting versions 1-3;

Lotus: 123 (DOS v1), cc:Mail before
v8, and Symphony. Check the footnote
”43" for links to lists of compliant/non-
compliant software.

—Custom Software & Data

The most difficult software issue
involves custom programs, and custom
databases and spreadsheets. Your
employees need to verify that the cus-
tom data they work with will properly
handle the century transition.

Available software can help with
this daunting task. For example,
Symantec’s Norton 2000 will check all
popular spreadsheet and database file
formats, tell you where there’s a data or
formula problem, and offer to fix it for
you as well! (Expert readers will recog-
nize this is not always a complete solu-
tion, but it's good enough in most situa-
tions.) (Example: My critical software is
Quicken 98 (accounting) ECCO 4 (con-
tact manager), Pegasus Mail (e-mail),
and Cheyenne (backup software). These
are all Y2k compliant.)

Appendix 2:
Y2k Web Sites

Note: | find very little published
information that is factual and unbiased
(i.e., free of hype and hysteria). The
annotations below give some cautions as
you explore these Web resources for
yourself.

After reviewing over a hundred web
sites recommended by many “experts”
and by popular Christian commentators,
I've concluded that it is almost impossi-
ble to find really good, unbiased Y2k
information on the Internet. As a result,
this list is far shorter than | would like.

If you don't see a site listed, it is
almost certainly because | cannot rec-
ommend it without reservation. | do rec-
ommend these sites (as well as a num-
ber of additional sites referenced in the
End Notes that follow). Even so, please
remember: reader beware!
<www.gospelcom.net/ccmag/y2k> A
positive “spin” on Y2k from a North
American Christian perspective.
<www.jps.net/bygrace/general/
Y2K.html> Well-researched, balanced
article. Recommendations assume panic
will happen, which | consider unlikely as
more good news emerges.
www.sangersreview.com A useful con-
cise daily summary of Y2k news reports
from around the world.
<www.y2knews.com> References with-
out comment to Y2k reports in print
media. <www.zdy2k.com> Ziff-Davis pro-
vides extensive Y2k resources.
<www.sba.gov/y2k> US Small Business
Administration Y2k info, including how
to test your PC. <www.y2k.gov> US
main Y2k site, with links to every state
Y2k site. <www.fda.gov/cdrh/yr2000/
year2000.html> US Food & Drug Admin-
istration database of medical device
manufacturer Y2k reports. A good start-
ing place for research if you have or use
medical devices. <y2k.policyworks.gov>
Master reference database of product
Y2k compliance information, with links
to other major databases as well. Infor-
mation in the main database is sparse.
Telecommunications product database
is very good. <www.rx2000.org> Medical
industry non-profit awareness and infor-
mation sharing consortium. Some valu-
able information is found here, along
with the usual doomsday quotes about
how bad the situation could theoreti-
cally get.44 <www.vendor2000.com>
Compliance information for tens of thou-
sands of computer hardware and soft-
ware products.

What else is out there?

Financial experts, economic experts,
historians and more are “waking people
up” to an issue that they themselves do
not deeply understand. There are
doomsday sites for churches, for
women, for the health-conscious, for
those seeking financial wisdom, for sur-
vivalists, and more.

Most Y2k web resources simply
refer to each other, and to a small num-
ber of “experts” who generally accept
only the worst-case interpretations of
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events. There are vanishingly few true
experts out there.

End Notes

1 With apologies to Dave Barry, who can
tell a joke better than anyone else on
the planet. Dave’'s take on Y2k is at
<www.mercurycenter.com/
columnists/barry/docs/
db010299.htm>.

2 Do you just want basic Y2k informa-
tion, as a non-technical person?
Here’s another resource: the US gov-
ernment toll-free Y2k information line.
From 9-8 (Eastern Time) call 1-888-
USA-4-Y2K.

3 Why did this happen? Because even
today, people prefer to write “98"
rather than “1998.” It's quicker and
easier. Unfortunately, it's also harder
to write software that correctly deals
with 2 digit years. (It has nothing to
do with saving space in computers.)

4 See the comprehensive economic
review The Economist, 19 Sept. 1998.
<www.economist.com/editorial/
freeforall/19-9-98survey/
index_bug9.html>. The US govern-
ment expects to spend $6.4 billion;
this estimate is expected to grow a bit
more during 1999. See US govern-
ment OMB report, 12/98, at <http://
cio.gov/decdraft6.htm>.

5 Derived from data available online at
<www.polisci.com/economy.htm>.

6 US economic estimates are in the
range of a 0.1 to 0.2 percent GDP
slowdown due to Y2k (<www.fcw.com/
pubs/fcw/1998/0427/web-fry-4-28-
1998.html>). Other areas of the world
receive estimates as high as 0.5 per-
cent over the short run. Analysis of
major disasters in the past has shown
that while they can be very expensive
on a local cost basis, they do not show
up visibly in the global economy in
the long run. The economic benefit to
those making repairs balances out
much of the economic devastation.

7 Most of these examples have been per-
sonally tested or verified by the
author. Additional references are pro-
vided in certain cases.

8 <www.baxter.com> A great example of
medical systems Y2k impact analysis.
Of their 339 products, 23 involve vari-
ous kinds of patient or medical ser-
vices reporting 12 of these (52%) have
a Y2k problem of some sort. The other
317 products are involved in direct
delivery of medical services (blood
therapy, heart disease, kidney dialy-
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sis, medication delivery). Of these, 6
related kidney dialysis products (2%)
must have their schedules set manu-
ally if not upgraded. <www.ge.com/
medical/year2000> describes General
Electric's medical system Y2k issues.
Again, the problems generally involve
dates on reports, not failure of equip-
ment and certainly not failure to
deliver medical services.

9 IATA summary, <www.iata.org/y2k/
articles.htm>

10 Here’s a good example of what can go
wrong with a telephone system:
“What happens if | don’'t upgrade my
system? Your telephone system will
still continue to function and process
calls correctly. What will happen,
however, is that day of week and date
will not be displayed properly on dis-
play telephones. Also, dates will not
print correctly on reports, and
sequencing in reports will be incor-
rect since 00 will come before instead
of after 99 your [call accounting] out-
put will continue to accumulate cor-
rectly, [but] you will need to turn off
any features you have activated that
automatically direct calls based on
day of week.” (cwww.executone.com/
yr2000.htm>) See <www.fcc.gov/
year2000/links-manufact.html> for a
complete reference list.

11 A good overview of telecommunica-
tion issues is at <www.fcc.gov/
year2000/faq.html>. One  quote:
“U.S. consumers may lose interna-
tional service options as a result of
Y2k. Some larger carriers are consid-
ering the option of not connecting to
systems that are not Y2k compliant.
Countries in South America, Russia,
Eastern Europe, Central Africa, the
Middle East, and others are still in
the initial stages of awareness and
assessment. It is possible that tele-
communications services currently
available in the U.S. that use systems
in these regions will not be available
(temporarily or permanently) to U.S.
consumers as of January 1, 2000.”

12 Spokesman Vladislav Petrov, widely
quoted on 6/19/98,
<abcnews.go.com/sections/tech/
DailyNews/y2k_russia980619.html>

13 Links to national Y2k web sites can
be found at <www.itpolicy.gsa.gov/
mks/yr2000/9g7yr2000.htm>.

14 An expert analysis of power delivery
issues is at <www.albany.net/
~dmills/fallback/chapt5.htm>;  see
also the latest senate summary, as
reported at <http://

www.sjmercury.com/business/top/
030603.htm>.

15 Recent interview, at
<www.worldnetdaily.com/
bluesky_exnews/

19981221 xex_un_plans_glo.shtml>.

16 See  <www.fdic.gov/about/y2k/
newsletter/1298-energy.html>. An
additional quote: “Forty-five percent
of all (critical and non-critical) Y2k
power issues have been dealt with,”
said Gerry Cauley, Y2k Project Man-
ager for the North American Electri-
cal Reliability Council. “We don't feel
there are any types of failures that
will directly jeopardize the ability to
provide electricity to all customers.”

17 | have yet to discover a critical Y2k
problem in a power delivery “embed-
ded system,” other than simple
issues of PC-based date change
(which requires typing in the correct
date on a keyboard).

18 FDIC statement, <www.fdic.gov/

about/y2k>.
19 News report quoting VISA spokes-
man, <www.techweb.com/se/

directlink.cgi?IWK19980112S0065>.

20 See the FCC Commissioner’s state-
ment on this, at <www.fcc.gov/
Speeches/Powell/spmkp818.html>.

21 See the *“what's new” section at
<www.itu.int/y2k>. Tests have been
conducted (all successfully) between
Hong Kong, Australia, Denmark, Ger-
many, USA, and more.

22 A Boeing statement, following disclo-
sure of some cockpit indicators that
do not show the correct year: “Boeing
considers these Y2k issues signifi-
cant because they generate flight
deck effects that are inconsistent
with the company’s ‘quiet, dark’ flight
deck philosophy. However, no flight
critical effects exist, and safety of
flight is not compromised. In addition
full and normal functionality of the
FMS [Flight Management System] is
available.” <www.boeing.com/
commercial/aeromagazine/aero_03/
textonly/syOltxt.htmi>

23 See IATA summary at
<www.iata.org/pr/pr98decd.htm>.

24 Interview with Ray Long, FAA Y2k
coordinator, December ‘98:
<www.gcn.com/gcn/1998/
decemberl4/52a.htm>.

25 The latest government Y2k report
card is always found at
<www.house.gov/reform/gmit/y2k/
index.htm>, while an easy to read
summary is at <www.freedom.gov/
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y2k/grades/grades.asp>.

26 The OECD has put together a com-
prehensive overview at
<www.oecd.org/puma/gvrnance/it/
y2k.htm>.

27 UN guidelines, <www.un.org/
members/yr2000/e98140.htm>

28 There’s some information on Y2k and
developing nations at
<www.undp.org/info21/new/n-y-
dc.html>. Be wary when reading. |
discovered many wrong conclusions
drawn based on factual errors involv-
ing misinterpretation of data.

29 <www.amisafe.com> has official
statements from banks and other
industry sectors. Note these can be
hard to understand clearly! It may be
easier to just ask your bank.

30 There are many organizations provid-
ing Y2k technical help.
<www.icta.net/y2k> has a section
referring to some that specialize in
assisting Christian ministries.

31 See <www.nao.otis.com/
y2k_letter.html> for a statement from
Otis Elevator, the largest elevator
vendor. They have tested all systems
and are confident elevators will func-
tion.

32 The Gartner group has some sugges-
tions for personal planning. Note they
offer a generally pessimistic view of
the overall situation (in line with
their push to pull in more corporate
clients). <gartner5.gartnerweb.com/
public/static/home/00073955.html>

33 See <www.serve.com/thibodep/cr/
y2k.htm> for a comprehensive analy-
sis of Dr. North’s background.

34 Summer 1998 publicity brochure
“RGNP98", page 22.

35 From a 2/97 report at <www.rit.edu/
~jse9787/papers/infoterm.htm>.

36 <www.techweb.com/se/
directlink.cgi?lWK19980112S0065>
37 <www.y2k.gov/java/

whatsnewl.html> provides details
debunking several common dooms-
day rumors.

38 An LA Times report, 11/3/97 p. Al,
A16, quotes Matt Hotle of Gartner as
saying, “all of this stuff is thumbnail
[guesses]; it includes costs of equip-
ment that would have been replaced
anyway; and does not account for
any recent improvements in Y2k
repair techniques.”

39 North summer 1998 publicity bro-
chure “RGNP98", page 4. 500 billion
lines of code x $6/line = $3 trillion.

40 See <www.award.com/tech/

1

y2k.htm> for information on PC'’s
with Award BIOS dated 26 April 1994
to 31 May 1995. These are the only
PC’s I've ever found that require an
upgrade.

41 This problem is known as Time Dila-
tion or the Crouch Echlin Effect, so
named after its discoverers. See
<www.dell.com/year2000/tech/
notes.htm> for more information.
Crouch and Echlin sell a software fix
for $40 per computer;
<www.nethawk.com/~jcrouch/
dilation.htm> has more information.
Intel claims the problem does not
exist; I'm not so sure. (See <http://
www.intel.com/support/year2000/c-
efaq.htm>.)

42 Ignore the highly advertised panic-
inducing tests that check up to 14
different items, most of which have
nothing to do with the correct func-
tioning of your system! Visit
<www.unicore.com/
mpcdownload.html> to get a free test
program. If your PC fails this auto-
matic rollover test, use the DOS date
command (or the Windows Date/
Time control panel) to set the date
manually to 1/1/2000, and reboot.
(Remember to return to the correct
date when you're done, and don't use
scheduling software during this test
next month’s appointments might be
deleted!) Almost every PC can be
“fixed” through this simple proce-
dure. For an automated test of both
the rollover and reboot scenarios,
visit <www.rightime.com>. Note their
recommendation that you buy some
software from them if the rollover test
fails. Most people don’t need the soft-
ware; it is only useful if your com-
puter really must automatically rollo-
ver the date from 12/31/99 to 1/1/
2000 (e.g., a date-dependent life sup-
port system) and you can't afford to
manually type in the correct date,
once, after 2000 begins.

43 Links to some lists of compliant/non-
compliant software: Overall chart:
<www.cnet.com/Content/Reports/
Special/Y2k/chart.html>. Microsoft
products: <www.microsoft.com/
technet/topics/year2k/product/
product.htm>. Intuit/quicken:
<www.intuit.com/support/
year2000.html>. Lotus products:
<www.lotus.com/home.nsf/tabs/
y2k>.  Borland/Inprise  products:
<www.borland.com/devsupport/
y2000/products.html>. Claris/

Filemaker: <www.claris.com/about/
year2000.html>. Corel/Wordperfect
products: <https://

livewire.corel.com/cfscripts/y2k/
index.cfm>. Dbase-related databases:
<http://www.iag.net/~philb/
clipy2k.htm>. (Only Dbxl
broken.)

44 Rx2000 concerns focus on Y2K's
impact on medical administration
and clinical record-keeping (lab
results, etc.) See <www.rx2000.org/
data/presentations/presents.html>.

45 Y2k analysis requires an understand-
ing of people’'s expertise in the areas
they comment on. | have 29 years of
computer system design and develop-
ment experience, ranging from main-
frames (COBOL, etc.) to “embedded
system” microchips ("assembly lan-
guage” for many CPU’s). My educa-
tion is in computer hardware (electri-
cal engineering, specializing in
semiconductor electronics and digital
communications); my experience is
primarily in software and “firmware”
(software in embedded systems). In
1993, | moved to Colorado Springs
after many years as a technical and
management consultant in Silicon
Valley. While there, | contributed to
the development of many products
commonly used today, including
early microcomputers, digital tele-
phones and laser printers. Hosted
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The Millennium Bug:
Missions Response

The whole Y2K situation is that everything about it is uncertain. However, if we keep firmly fixed on the
Lord and on His Kingdom, we can be assured that He will accomplish Hiswill in and through
us. God isin control and will bring glory to Himself through this situation. Let's cooperate with Him and
with each other concerning what isto come as He brings us ever closer to reaching the
unreached and ultimately on being with Him forever!

by Grace Wiebe

B y now, it is likely that many of
you have heard of the now-
becoming-famous Y2K Millennium
Bug. The result of the “Y2K Bug” is
one of the fast-approaching dilem-
mas/potential crisis of our century
that is, in many ways, forcing us to
make some kind of decision about
how we will choose to respond to what
we hear or read about this coming
event which is expected to take place
on January 1, 2000. Individuals, com-
panies, churches, ministries and gov-
ernments around the world are hav-
ing to grapple with many serious
questions surrounding this issue.

It is my desire to give you the
opportunity to become more informed
about what the Y2K Bug, especially
how it is expected to potentially affect
our lives, recommend some prepara-
tions that you can consider for your
situation/s, tell you how you can
access some helpful resources, and
how missions, sending churches and
their missionaries may want to pre-
pare for what lies ahead. This could
very well set the stage for missions
and churches or local overseas fellow-
ships to partner together to be a uni-
fied refuge and light in a potentially
dark time.

Addressing the Issue
Since early this year there has
been a dramatic increase on the part

of the the media to address the Y2K
problem. The internet is now loaded
with thousands of articles and
help people think
through the situation as it could
relate to them and to draw their own
conclusions.
Companies and
ments have been the first to address
these issues, especially in western
countries, and interested individuals
have been doing their own research
and beginning preparations. However,
only recently, after over a year of my
own internet research on the subject,
have | seen increasing information on
Y2K from a Christian perspective.
Even more recently I've begun to
see that churches are beginning to
see that this could potentially be lead-
ing us to our finest hour as the
Church, and as a result, increasing
numbers of churches are seeking
ways to unite their efforts and prepar-
ations as congregations and city-wide
churches in order to be a light and a
refuge in a potentially dark time.
Some of these resources are included

resources to

some govern-

in the internet resources noted below.

The Mission Community
The intent of this article is to fur-
ther address the Y2K issue in the mis-
sion community. Although there is
growing interest, there appears to be
little evidence to date that missions

are finding ways to respond to aspects
of Y2K which can potentially greatly
impact not only missions and mis-
sionaries, but also the ongoing minis-
try of the Gospel in various parts of
the world.

Before | lay out some of the ques-
tions that need to be considered, and
some potential responses, there are
some things we need to be aware of.
(a) Controversy

No one knows to what extent the
world will be affected by the “com-
puter glitch” on January 1, 2000.
There are perspectives ranging from
one extreme to the other—some say-
ing that it will be no big deal, others
in denial saying that little, if anything,
will happen. (I have found that most
people that say this have not done
much research on Y2K.) Others again
are saying, “the world will end.” Yet
others say the potential panic caused
by the “doomsayers” will cause more
problems than the Y2K Bug. This may
be possible as well. Personally, | tend
to think the truth may lie closer to the
middle and leaning more to the nega-
tive side.

(b) Potential Implications

You should know that the poten-
tial implications are far greater than
the fact that your personal or com-
pany computer may not be Y2K com-
pliant, and shut down or scramble the
data so it doesn’'t function.
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The scenario expected by many
experts such as Ed Yourdon (one of
America’s senior mainframe computer
programmers and author of two dozen
books on programming; he and his
daughter have written a book, Time
Bomb 2000) and Gary North, Peter de
Jager, Capers Jones and Michael
Hyatt, etc., is quite severe. This is due
to the fact that the infrastructures of
civilized societies around the world
are dependant on computers, many of
which are still the old mainframe
computers. Electricity, water, commu-
nication systems, transportation, etc.,
could very well be out of commission
for some time after January 1, 2000.
It doesn’t take long to realize that our
lifestyles could change quickly and
dramatically and that survival could
become a priority with potentially no
electricity, water, food, most means of
transportation, and much unemploy-
ment, etc.

(c) Potential Duration

You should know that no one
long these speculated
effects might last. Some think it could
range from a few days or weeks to a
few months or many months. Most of
the research I've done encourages
confidence that the world will recover,
but that it will likely take some time
for that to happen.

(d) Can It Be Prevented?

You should know that govern-
ments and many companies have
been spending millions and billions of
dollars to have computer experts go
through the millions of lines of com-
puter code to correct the problem by
making their computer systems “Y2K
compliant.” What is making it difficult
to solve this problem is the fact that
billions of microchips are embedded
into computers as well as into many
electrical appliances and systems
around the world. These microchips
are hard to locate, and if found, are
very difficult, if not impossible, to cor-
rect.

knows how
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Yet another problem is that if
some computers are corrected to
become “Y2K compliant,” if a “Y2K
non-compliant” computer communi-
cates with the compliant computer; or
if a non-compliant program is used
with a compliant computer, the non-
compliant computer or program will
“infect” the compliant one and neither
will remain compliant. Many compa-
nies and government ministries are
now making sure that their suppliers
and others that they will be communi-
cating with are also compliant, and
they are discontinuing their business
with companies that are not.

Trying to correct these problems
has been and continues to be a very
costly and very time consuming
endeavor. Many companies
started working on the problem too
late and will not be finished on time.
Many others have not begun to
address the issue or begun to bring
their computers up to compliance.

Because international society is
completely integrated and companies
are so dependant on each other, in
order to continue to function
smoothly, apparently most or all com-
panies and utilities would need to be
Y2K compliant—but that is not the
case and will not be the case by Janu-
ary 1, 2000 according to many
experts. Numerous
thought to be almost totally unpre-
pared.

have

countries are

When to Begin
to Prepare?

Many experts
you begin NOW to:

* Inform yourself of the issue

* Consider your own response
and plan of action

* Consider your personal situa-
tion, family, business, church, minis-
try, mission/missionaries in your
planning

* Prepare for more than yourself
in order to be a potential refuge and
share with others in need

recommend that

* Prepare spiritually, emotionally,
physically, materially, relationally,
financially, etc.

Many feel that because of the
potential increase in panic in the com-
ing months as the news increasingly
gets out, especially those months
immediately preceding January 1,
2000, many survival items in demand
will no longer be available after mid
‘99 and that many of these items will
have inflated prices due to the
increasing demand. For example,
many freeze-dried food and survival
supply stores are apparently already
having 6 month waiting lists because
they're out of stock. Therefore, you
will want to begin making prepara-
tions now. Also, apparently many
banks may run out of cash for the
same reasons even months before
January 1 (or the governments may
require that the banks take a long
“holiday” to prevent bank runs), so
you will want to take care of the bulk
of your
investments around mid ‘99 as much
as possible as well. It will be easier on
your finances and also on the econ-
omy if people begin to prepare gradu-
ally rather than in a mad rush at the
end.

financial situations and

A Biblical Perspective

As you read this and hear more
about Y2K as January 1, 2000
quickly approaches, it is easy to
become overwhelmed and fearful. My
desire is not to stir up panic, yet |

realize that anyone facing these
issues realistically after seriously
researching the situation will

undoubtedly experience bouts of fear
at certain points in the process. Per-
sonally, | think this is probably neces-
sary and healthy. However, the key
issue is that we move past the fear as
soon as possible and become estab-
lished in a biblical and God-centered
response through which God can be
glorified, realizing that He is with us

International Journal of Frontier Missions
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to the end, and that He and His prom-
ises remain trustworthy. He remains
the same and in control no matter
what happens on this planet and in
our lives. We need to remind our-
selves of some very important biblical
principles and His promises so that
we as believers will not become a part
of the problem by adding to the grow-
ing panic. Instead, we need to be bea-
cons of peace and light and hold up
hope for those who are seeing the
potential loss of all they have put
their security in, and who are being
overwhelmed by the magnitude of the
possibilities which exist should the
Bug bite hard.

As believers, we can be comforted,
encouraged and strengthened as we
meditate on and put our faith and
hope in the promises of God as we
seek God'’s direction for us as we pre-
pare to respond as God would have us
respond to the Y2K dilemma. | often
think of Joseph and how God pre-
pared him to be one to bring food to
starving peoples in a time of national
disaster, and how God did miracles to
create food when it was needed. |
think of God providing food and water
to the Israelites in the desert, and
God providing loaves and fishes to the
multitudes as well as providing a con-
tinuous flow of oil for the widow who
hosted Elisha. We can take comfort
and courage from the fact that our all-
powerful God is our Deliverer, Savi-
our, Refuge, our Immanuel who never
leaves or forsakes us, our Hope, our
Prince of Peace, our Wonderful Coun-
sellor, our Rock that does not change,
and that His Kingdom cannot be
shaken even though everything else
shakes. We can take courage from the
fact that His promises remain true
whether we are in times of plenty or
disaster. He has never promised to
spare us from difficulty, but He has
promised to be with us through it and
to fulfill His purposes for us as we
trust in Him. God is in control and

Grace Wiebe

His ways are higher than ours. He is
not scratching His head wondering
what to do because He didn't see this
coming.

Many of vyou probably
noticed that God seems to have been
urging us to increase our dependence

have

God has been teaching us
to walk by faith and not by
sight; to listen to Him
and to be led by the Spirit.
Before long, our very
lwes may be dependant on
this even more than they
are now.

on Him in the past few years. Per-
haps, this is one of many reasons why
He has been preparing us in these
ways? He has been teaching us to
walk by faith and not by sight; to lis-
ten to Him and to be led by the Spirit.
Before long, our very lives may be
dependant on this even more than
they are now.

How Should we
Respond?

(1) Do not fear or panic. Confess
your fears to God and begin to medi-
tate on the promises of God’'s Word
and who He is—KNOW what the Word
says about God's dealings with His
people during times of disaster —and
be encouraged.

(2) Be a steward of the time you
have left to prepare and of all that
God has given you. Simplify your life-
style and be content with what you
have.

(3) Be led by the Spirit as you
seek His direction in how He wants
you to prepare.

(4) Share what God has given you
now and prepare to share with those
in need later.

(5) Connect with other believers in
your church and neighborhood now to
begin to build a support network, and
to think through an appropriate
approach for your church/
neighborhood, etc.

(6) Re-focus and re-prioritize your
life according to biblical principles
and realize Who your Source is.

(7) Make sure your relationship
with God and others are current and
reconciliation is made , “as much as
is possible, be at peace with all men”.

(8) Pray, research the issue, pray.
Develop a plan of action and dead-
lines as to when you hope to have
your plan of action ready and then a
deadline when you hope to have your
preparations ready

As Michael Hyatt says, Christians
have a responsibility to TRUST,
REPENT, PREPARE and SHARE for
the sake of the Kingdom. See <http:/
/www.michaelhyatt.com/
christians.htm>

Undoubtedly, there are many
questions that will come up in addi-
tion to the following, but hopefully
these will help to provide some kind of
framework to help your church/
mission think through some of these
issues to help you come up with a
response and to help you to prepare.

The first step | would recommend
is to have a meeting of your staff on
the home front as soon as possible, to
pray together and discuss how you
will plan and respond to the Y2K
dilemma, and how/when you will
communicate your recommendations
to your missionaries. Choose a team
to work on the project and who will
regularly update you on their
progress. Set a deadline for when you
would like to have a plan of action in
place, and then set a deadline for
when you would like to have most of
your plans implemented.
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What if it’s a Major
Disruption?

The following concerns are not
necessarily in an order of priority.

(1) How will missions/churches
get finances to their missionaries if
the banks aren't functioning and if
communication systems and trans-
portation are down?

(2) What will your approach be?
How should missions/churches let
their home staff/missionaries know
about Y2K, since many have likely not
heard about it yet if they are in a less
developed country. Also, how soon
should they be told?

(3) Where can missions/
missionaries get resources they need
to help them (and the sending
churches of the missionaries) to think
through the issues and prepare?

(4) Should
encouraged to remain on the field or
return home? Why or why not? How
will these decisions affect the future
ministry of the Gospel in that coun-
try?

(5) How will missions communi-
cate with their people in this event (if
they can)?

(6) What preparations should mis-
sions and churches encourage their
missionaries to make?

(7) What preparations should the
sending bases,
sions offices make?

(8) How might this affect the
future of the mission?

(9) How might it affect the home
office/administrative staff?

(10) How might this affect the
financial decisions of the mission in
the coming year?

(11) How might this affect the
plans/program/focus of the coming
year?

(22) Will the missionary, team,
mission or sending church (or all of
the above) decide how the missionary
is to respond?

missionaries  be

administrative mis-
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Responses of Mission
Agencies

(i) YWAM. According to Bob Hall,
“Loren Cunningham encourages the
YWAM Global Leadership Team (a) to
work through the implications for
YWAM as an organization and pre-
pare; but also (b) to start thinking
about the evangelistic opportunities
that this situation might present”

(i) Urbana. Urbana has been
postponed for another year partially
due to the potential implications of
the Y2K problem.

(iii) Neal Pirolo’s (author of Serv-
ing as Senders) response says that
their ministry is preparing for a major
disruption to the world economy. He
says he has one Scripture telling him
what to do about mission mobiliza-
tion: “OCCUPY UNTIL | COME!" They
are listing their ACTS 29 Training
Course dates for the year 2000. See
<brigada-orgs-missionmobilizers>

(iv) According to the “700 Club,”
Drs. Mark & Betsy Neuenschwander
of The AD2000 Movement's Crisis
Relief Task Force are putting together
a training package for pastors, etc.,
on how to prepare for Y2K.

Recommended Steps

* Pray and continue to pray
throughout the process.

* Choose a deadline for your tar-
geted date of having a contingency
plan in place (the sooner the better).

* Research the Y2K issue and
determine your approach.

* Find out what other missions
are doing and take counsel from
them.

* Choose a deadline for your tar-
geted date of having a contingency
plan implemented.

* Meet with your home staff and
let them know your response, and
then let your missionaries and sup-
porting churches know.

Checklist of practical strategies
taken from Grant Jeffrey’s The Millen-
nium Meltdown (229,230). (Regarding

Frontier Research Publications.)

(1) Complete an inventory of the
equipment you use in your office.

(2) In 1999 send a letter of inquiry
to each manufacturer asking if they
will guarantee (in writing—my addi-
tion) that the equipment in question
will operate normally on January 1,
2000.

(3) Check with key suppliers to
verify their products and operations
are compliant.

(4) Check for Y2K compliance
before purchasing any additional com-
puters or equipment.

(5) Write to your bank and
request a written response as to their
Y2K compliance. If you remain in
doubt about your bank’s compliance,
consider setting up a second business
bank account with another bank in
your community that is Y2K compli-
ant. (My note: it might also be helpful
to check the Y2K compliance of the
banks that your
receiving their
they are overseas, and they might
need to switch banks as well to find a
Y2K compliant one.)

(6) Verify that all of your commu-
nications compliant,
especially your mail, fax,
modems, email and phone system.

(7) Complete an inventory of all
computers used in your operations
and verify that they are Y2K compli-
ant. If not, repair or replace non-
compliant hardware. Be very careful
of testing your computer's Y2K com-
pliancy by setting the system clock to
January 1, 2000. Some commercial
software has a time limit of a certain
number of years under your software
license agreement. In some cases,
resetting the computer’'s system clock
to 2000 may cause the application to
conclude that the license has expired
(check with your network supervisor).

(8) Complete an inventory of all
software applications
including your computer’'s operating

missionaries are
income from where

systems are
voice

computer
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system to verify that the essential pro-
grams are Y2K compliant. Replace or
upgrade all non-compliant software.

(9) Carefully check for any custo-
mized software, such as spreadsheets,
databases, etc., that may be non-
compliant due to the nearly universal
practice of recording dates using only
two digits.

(10) Write to the utility companies
that supply your electrical
water, sewage, etc., and ask for a writ-
ten response confirming their readi-
ness to function reliably in the year
2000. Some utility consultants sug-
gest it might be prudent to disconnect
your equipment from the power out-
lets over the New Year's Eve weekend

power,

to avoid any possible dangers from
power interruption or surges.

(11) Consider the purchase of a
high-quality surge protector to protect
your equipment from surges and
spikes in the electrical power due to
Y2K problems. Power-interruption
equipment can protect your comput-
ers against damage to data from
unexpected power shortages that are
possible the year 2000.

(12) Check with the management
of your office building as to their Y2K
preparations to make certain that the
building’s computerized security sys-
tem and other critical systems are
Y2K compliant.

(13) Create a backup copy of every
important computer record and pro-
gram in your organization and keep it
on removable media (such as a JAZ or
ZIP drive cartridge). If your computer
should crash or hopelessly corrupt
your data files, a clean backup copy
will be essential. (My note: you may
also wish to keep hard copies of some
of your most essential documents and
records; i.e., mailing lists.)

(14) Avoid any unnecessary busi-
ness travel by plane or train in the
first few weeks of 2000.

(15) Advise your accounting staff
to carefully scrutinize all invoices and
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statements in 1999 and 2000, espe-
cially if a date appears as “00.” Look
for gross errors, such as statements
that claim you owe ninety-nine years
of interest charges or penalties on a
past-due bill.

(16) Be especially vigilant with
your accountants regarding personal
and corporate income tax filings and
refunds in 2000.

I
Should missionaries stay

on the field? While many
famalies and churches
may be tempted to bring
their missionaries home,
we must consider the bigger
picture and the longer
term effects that this could
have on the receptivity
of the Gospel of peoples that
are being reached.
I would strongly
recommend. that workers
be encouraged to remain on

the field.

(17) Obtain hard-copy records of
all important financial records, such
as financial statements from your
bank, insurance payments, pension
records, tax payments, utility bills,
etc.

(18) In late 1999 consider acquir-

ing a current copy of your personal
and corporate credit reports from the
major credit reporting agencies to
make certain that Y2K accounting
not produce
negative credit reports. (For a sample
Letter of Y2K Inquiry, see The Millen-
nium Meltdown.)

errors will inaccurate

Additional
Recommendations

* It would also be wise to keep
important documents in a safe in
your office rather than in a safety
deposit box at a bank since you may
not be able to access a safe deposit
box after January 1 for some time.

* You will also need to figure out
how much additional money your
mission should keep on hand, and
when to take it out of the bank before
the masses begin to remove their
money from the banks—some esti-
mate that mid-99 might be helpful to
begin keeping out extra finances.

* |nsure that in-house email sys-
tems (if applicable) and computer net-
works are Y2K compliant. | under-
stand that a good solution is to have a
BIOS Y2K compliance chip installed
into your computer. You will want to
do this sooner later,
because the longer you wait, the less
computer consultants/programmers
will have the time to work on your
computer and their
undoubtedly go up.

* Find out whether your email
server is Y2K compliant.

* Keep a hard copy inventory of
your assets for insurance purposes
should that become necessary.

* Take an inventory of your use of
electricity and water, etc. Also con-
sider which equipment, in addition to
your computers, may have embedded
microchips.

* Don't make computer or other
big purchases before Y2K unless the
make is Y2K compliant.

rather than
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* Consider what supplies need to
be stocked so you have enough until
things are functioning normally again.
For example, paper will likely be
increasing in demand if computers
are not functioning for a time.

* Consider how far your staff need
to travel to get to/from work. Trans-
portation will likely be affected, so
this must be considered in your plan-
ning. Can they walk or bike to work?

* Encourage the sending
churches to send their missionaries a
copy of The Millennium Meltdown as
soon as possible so they can begin to
make their own preparations.

* Think about how Y2K might
affect the future of your mission. You
might want to re-think your priorities
for 1999 and re-think some potential
year 2000 scenarios: how will your
ministry continue if there are several
months, for example, of major disrup-
tions? You might want to re-prioritize
your 1999 spending. What will you do
if the electricity and other utilities
fail? Something to think about.

* You might want to utilize the
internet, web sites and email as much
as possible before January 1, 2000 to
help extend the Kingdom through this
means while we are able to access
this.

Staff and Missionary
Concerns

Q. 1. How will missions/churches
get finances to their missionaries if
the banks aren’'t functioning and if
communication systems and trans-
portation are down? Also, how much
should they be sent beforehand, and
when?

A. As you answer these questions
in your situation, remember that for a
period of time it may be difficult to
transfer money through normal chan-
nels. Rather than try to make special
provision to do this, it might be advis-
able to encourage workers to begin to
lay aside cash and equivalents to tide
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them over for some time. How much
to lay aside would need to be assessed
by them/their team, etc. It might also
be helpful for your missionaries if you
act as an advocate for them, with
their permission, by writing a letter to
their supporters to let them know of
the coming Y2K scenario and the
desire of the missionary to try to lay
aside some extra for themselves and
others so that they may continue their

Make sure your
relationship with God and
others are current and
reconciliation is made, “as
much
as 1s possible, be
at peace with

all men.”

ministry where they are after January
1, 2000.

It may be helpful, before you do
this, to also ask your missionaries
whether they would like for you to
also let their supporters (or at least
sending churches) know of the Y2K
situation and potential implications
and some resources that they can
access to prepare, and to help them
think through issues and potential
implications concerning their mission-
aries—for example, purchasing a copy
of The Millennium Meltdown.

Q.2. What will your approach be?
How should missions/churches let
their home staff/missionaries know
about Y2K, since many have likely not
heard about it yet if they are in a less
developed country. Also,
should they be told?

A. | would recommend that you
would notify your people as soon as
your mission has a plan of action in

how soon

place. You will need to decide on the
approach, etc.

Q.3.
missionaries get resources the